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MANAGED SERVICES STATEMENT OF WORK 
 

This MANAGED SERVICES STATEMENT OF WORK (“MSSOW”) is entered into on 5/05/2017 (“SOW Effective Date”) by 

Perris Union High School District, (“Customer”), and ConvergeOne, Inc., (hereinafter “ConvergeOne” or “Company”), pursuant 

to the Master Services Agreement, version ConvergeOne-MSA Rev 4.7 (“MSA”), between the parties. This MSSOW incorporates 

by reference the MSA and constitutes an agreement separate from any other SOWs incorporating by reference the MSA. Unless 

specifically defined in this MSSOW, capitalized terms herein shall have the meanings set forth in the MSA.  

 
1. Services. Subject to the terms and conditions of the MSA and this MSSOW, ConvergeOne will provide one or more of 

the following Remote Monitoring & Management Services as shown below.  
  

Remote Enterprise Services for All Service Levels 

Proactive 24 x 7 Monitoring Services 

Access to Monitoring Tool Web Portal Dashboard 

Monitoring and Management Event Logs 

Performance Thresholds (Memory, Capacity and Health) 

Alert and Event Management 

Client Services Management  

Quarterly Executive Report  

 

Remote Enterprise Services for Servers MANAGE + 

Active 24 x 7 Monitoring of Physical or Virtual Servers environment (SMNP/WMI/PowerShell Enabled Devices) X 

Access to Monitoring Tool Web Portal Dashboard (up to (10) Customized Dashboards)  X 

Proactive Monitoring of Event Logs and Operating System Services X 

Performance Threshold Notification (85% Above for Data Storage Memory, Capacity and Health) X 

Proactive Alert and Event Management X 

Client Success Management  X 

Quarterly Executive Report  X 

Moves / Adds / Changes (up to (5) per month) X 

Incident Management & Remote remediation X 

Patching Management – Servers OS X 

Enterprise Anti-Virus Patch Management for Servers (Customer Provided Anti-Virus Management Console ) X 

3rd party Vendor Management – Warranty replacement X 

Software License Compliance Management X 

Problem Management - (Measuring (5) Correlated Events in (30) days) X 

Performance, Capacity, Trending & Availability Analysis X 

OS Version Upgrade (Emergency or dot/Minor on Annually Scheduled Basis) X 

 



2 Perris Union High School District, Managed Services SOW Version V3 Manage+ 
 

 

Remote Enterprise Services for Network Infrastructure MANAGE + 

Proactive 24 x 7 Monitoring of network devices, resources, LAN/WAN, Circuits, and Wireless devices (SMNP Enabled 
Devices) 

X 

Access  to Monitoring Tool Web Portal Dashboard (up to (5) customized dashboards) X 

Proactive Monitoring and Management Event Logs  X 

Performance Thresholds (Memory, Capacity and Health) X 

Alert and Event Management X 

Client Services Management  X 

Quarterly Executive Report  X 

Moves / Adds / Changes (up to (5) per month) X 

Incident Management & Remote remediation X 

Network Configuration Backup (CMDB) X 

Security Patches (Either Emergency or Annually Scheduled) IOS based X 

Service Provider Coordination (Telecommunications / WAN) Tracking & Reporting X 

3rd party Vendor Management – Warranty replacement  X 

Problem Management - (Measuring (5) Correlated Events in (30) days) X 

Performance, Capacity, Trending & Availability Analysis X 

OS Version Upgrade (Emergency or dot/Minor on Annually Scheduled Basis) X 

 

Remote Enterprise Services for Storage MANAGE + 

Proactive 24x7x365 Constant monitoring of storage resources:  storage capacity, including virtual machines, 
databases, backups, applications, configurations, events, and performance 

X 

Access to Monitoring Tool Web Portal Dashboard (up to 5 customized dashboards) X 

Performance Threshold Notification (85% Above for Data Storage Memory, Capacity and Health) X 

Proactive Monitoring of Event Logs and System Services X 

Proactive Alert and Event Management X 

Client Services Management  X 

Quarterly Executive Report  X 

Incident Management & Remote remediation X 

Dynamic discovery and monitoring of SAN and corresponding LUN or Volumes X 

Enterprise backup solution management X 

Storage Path Monitoring X 

Moves / Adds / Changes (up to (5) per month) X 

Problem Management - (Measuring (5) Correlated Events in (30) days) X 

Firmware Annual Upgrades (dot Release Only) X 
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Remote Enterprise Services for Unified Communications MANAGE 

Active Monitoring and Management of UC Devices (SMNP/WMI/PowerShell Enabled Devices) X 

Access to Monitoring Tool Web Portal Dashboard (up to 5 customized dashboards)  

Proactive Monitoring of Event Logs and Operating System Services X 

Performance Threshold Notification (85% Above for Data Storage Memory, Capacity and Health) X 

Proactive Alert and Event Management X 

Client Services Management  X 

Quarterly Executive Report  X 

Incident Management & Remote remediation  X 

Voice Gateway & Call Manager Backup X 

Security UC Patches (Either Emergency or Annually Scheduled) IOS based X 

Service Provider Coordination (Telecommunications / WAN) Tracking & Reporting X 

 

Services Not Covered 

This service does not include any hardware, software or major upgrades  

This service does not include requests for service beyond two hours of labor  

This service does not include Projects or Data migration  

This service does not include monitoring and managing consumer grade products  

This service does not include devices not listed in the entitled device inventory 

This service does not include customized reports 

 

2. Devices and Applications List. ConvergeOne will provide Services as described and selected in Section 1 above only to 
the devices and applications listed in Appendix A to this MSSOW (“Covered Devices”). Customer shall promptly notify 
Company of any changes to the Devices and applications, and Appendix A shall be amended in writing upon 
Company’s approval, subject to Section 3.1.1, Appendix A. 

 
3. Pricing and Payment. 

Service Item Service Class Monthly Fee 
Remote Monitoring & Management + MANAGE + 

MANAGE - UC 
$6,275.00 

NOTE: Reference for CMAS Contract Number 3-15-70-2486E 
3.1 Additional Devices and Applications 

 
3.1.1 Subject to the parties’ agreement, additional fees will be applied for devices and applications to be 

added to those already listed in Appendix A.  
 
3.2 Invoicing and Payment Terms. Company shall invoice Customer monthly during the SOW Term. Subject to Section 5 

of the MSA, the following shall apply:  

 
3.2.1 The first invoice of the monthly fees will be issued upon signing this SOW and will cover the 

implementation period.  
3.2.2 The second invoice will be issued after 30 days, but no later than 45 days from the date of this 

MSSOW. 
3.2.3 Monthly billing for Services shall continue regardless of any delays in the implementation by the 

Customer.  
3.2.4 All invoices are due for payment within 30 days of the invoice date. 



4 Perris Union High School District, Managed Services SOW Version V3 Manage+ 
 

 

 

3.3 Additional Services  

Additional Services, including but not limited to On-Site Services in Section 4, below, will be billed at the following 
base rates during normal business hours, which shall be Monday – Friday, excluding Company holidays, from 
8:00 a.m. to 5:00 p.m. Pacific Time (“Business Hours“):be billed  

 

Description Cost 

 Tier 1 Desktop Support $125/hr 

 Tier 2 Server/Network Admin $175/hr 

 Tier 3 Server/Network Engineer $225/hr 

 
After hours support will be billed at 1.5x rate with a 2-hour minimum. Weekends and holidays are 2 x rates with a 2-hour 
minimum. 
 

4. On Site Services 
For on-site Services or Services outside the original scope of this MSSOW, ConvergeOne will provide T&M 
support during Business Hours. On-site and project work will be provided with commercially reasonable effort 
response time and based on resource availability.  

 
4.1 Covered Locations and Sites 

Location Name Address Point of Contact Contact Information 

District Administractive 
Center 

155 East 4th Street 
Perris, CA 92570 

Shane Pinnell 951.943.6369 ext. 80256 

Perris High School 175 East Nuevo Road, 
Perris, CA 92570 

TBD 951.657.2171 

      Note 1: On site request for locations not listed here will be covered by T&M plus travel and per diem charges. 
 

4.2 3rd party and service Provider Information 

Name Service Type Account Number Contact Info 

    

    

 
 

5. Terms and Conditions.    

The term of this MSSOW shall commence on the SOW Effective Date and continue for a period of three (3) years 
thereafter, and will automatically renew on the anniversary of the Effective Date for subsequent one year terms 
(“Term”) unless terminated earlier in accordance with Section 6 below.  

 
6. Termination. 

 

6.1 Subject to Sections 6.2 and 6.3, either party may terminate this MSSOW, with or without cause, upon written notice 
to the other party at least ninety (90) days in advance of the effective date of termination.  

 
6.2 Termination without Cause 

If Customer terminates this SOW without cause, Customer will pay ConvergeOne, at the time of the 
termination notice: 

 
1. All outstanding invoices. 
2. Fees for the 90 days termination notification period. 
3. Early termination fee equal to (15%) of the remaining fees for the remainder of the then current Term 

of this MSSOW.  
 

If ConvergeOne terminates this SOW without cause, Customer will immediately pay all outstanding invoices 
and shall pay promptly any further invoices through the effective date of termination. 
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6.3 Termination with Cause 

If Customer terminates this MSSOW for cause, Customer will pay immediately all outstanding invoices and 
shall pay promptly any further invoices through the effective date of termination. ConvergeOne may 
terminate this MSSOW or suspend the Services provided for hereunder in accordance with Section 4.5 of the 
MSA. If ConvergeOne terminates this MSSOW for cause, it may elect to treat the termination as a Termination 
without Cause by the Customer as set forth in Section 6.2 of this MSSOW. 

 
7. Minimum Standards Required for Services 

Customer shall meet the following minimum (non-exclusive) requirements under this MSSOW:  

 All Servers with Microsoft Windows Operating Systems must be running Windows 2008 Server or later, and 
have all of the latest Microsoft Service Packs and Critical Updates installed 

 All Desktop PC’s and Notebooks/Laptops with Microsoft Windows Operating Systems must be running 
Windows 7 or later, and have all of the latest Microsoft Service Packs and Critical Updates installed 

 All Server and Desktop Software must be Genuine, Licensed and Vendor-Supported 

 The environment must have a currently licensed, up-to-date and Vendor-Supported Server-based Antivirus 
Solution protecting all Servers, Desktops, Notebooks/Laptops, and Email 

 The environment must have a currently licensed, Vendor-Supported Server-based Backup Solution that can 
be monitored, and send notifications on job failures and successes 

 The environment must have a currently licensed, Vendor-Supported Hardware Firewall between the Internal 
Network and the Internet 

 All Wireless data traffic in the environment must be securely encrypted 

 There must be an outside static IP address assigned to a network device, allowing RDP or VPN access 

 Additional reasonable requirements set forth in a written notice by Company to Customer 

 
 

8. Modifications 
ConvergeOne may, from time to time, revise and enhance its managed Services, and may notify Customer with thirty 
(30) days’ written notice or such other time as may be reasonable under the circumstances. 

 
9. Authorization to Represent Customer  

From time to time it may be necessary for ConvergeOne to contact Customer’s hardware, utility or service providers, 
e.g., computer hardware manufacturers or internet service providers (collectively, “Provider(s)”) on behalf of and as 
a representative of Customer in connection with providing Services. Customer authorizes ConvergeOne or its 
designated agent to act on Customer’s behalf in this capacity. Additionally, Customer authorizes Company to enter 
into a release from Providers that is reasonably necessary for Company to perform the Services. Customer further 
agrees to defend, indemnify and hold ConvergeOne harmless from any and all damages, costs and expenses (including 
legal fees and costs of court or settlement) arising out of or in connection with any claim by Provider related to 
ConvergeOne’s acts in its capacity as a representative of Customer, regardless of the form of action. Customer shall 
promptly provide to Company upon request all information related to such Providers. 

 
10. Authorization of Technical Support 

Customer shall identify at least two (2) Technical Contacts to act on behalf of and as a representative of Customer in 
connection with the Services. Customer’s Technical  Contact(s)  shall cooperate reasonably with Company in   
performing  the  Services,  including  but  not  limited  to  providing to Company Customer’s information and data to 
the extent necessary to perform the Service. Customer assumes sole responsibility and liability for all acts or 
omissions of its Technical Contact(s). Customer shall defend, indemnify and hold ConvergeOne harmless from any 
and all damages, costs and expenses (including legal fees and costs of court or settlement) arising out of or in 
connection with any act or omission of each Technical Contact in its capacity as a representative of Customer, 
regardless of the form of action. 

 
11. Authorization to Maintain and Access Covered Devices 

By purchasing the Services, Customer acknowledges that ConvergeOne will access, connect to and manage covered 
Devices via remote technologies (except where prohibited by law). 

 
In connection with this MSSOW, ConvergeOne will contact Customer if remote management activities are needed. 
These activities may include, but are not limited to: 
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 Updating or changing software drivers 

 Installing and applying software patches 

 Rebooting devices within maintenance windows 

 Deleting temporary files & clearing caches 

 Starting or restarting application services 

 Staging and executing scripts for automated maintenance routines 

 Network performance tuning 

 Transfer data associated with routine system tuning and upkeep between systems within a Customer’s 
network 

 Identify, collect, and report on detailed data for devices on a network 
 

Notwithstanding the above, Customer shall notify ConvergeOne of any restrictions on or limitations to remote access, 
connections or management activities related to any Covered Device(s). Restrictions may be limited to pre-defined 
permission profiles. 
 
 

12. Third-Party Warranties 
Some manufacturers’ warranties may become void if ConvergeOne or anyone else other than the manufacturer 
services their devices or software. It is Customer’s responsibility to ensure that ConvergeOne’s performance of 
Services will not affect such warranties or, if it does, that the effect will be acceptable to Customer. ConvergeOne IS 
NOT RESPONSIBLE FOR THIRD PARTY WARRANTIES OR FOR ANY EFFECT THAT THE ConvergeOne SERVICES MAY HAVE 
ON THOSE WARRANTIES. 

 
13. Support and Parts/Hardware availability 

Additional charges for Services, hardware, equipment, and/or parts will apply to: (i) Devices depending on support 
practices of the manufacturer of the Covered Device(s) and (ii) any warranty/service contract Customer may have for 
Covered Device(s). Service parts may not be available for Covered Device(s) or may be subject to additional charges. 

 
14. Out of Scope 

Projects and Customer equipment not covered under this MSSOW are considered out of scope. With Customer 
written authorization, ConvergeOne may provide Services outside the scope of this MSSOW with commercially 
reasonable response time and as required resources are available. Projects with predefined requirements and 
deliverables will be billed and performed under a separate SOW or an addendum to this SOW at rates agreed upon 
by both parties. 

 
15. On-site Support 

Customer must provide free, safe and sufficient access to Customer’s facilities, including parking, ample working 
space, electricity, high-speed internet access, and a local telephone line. On-site Support may not be available in all 
areas and may be limited to commercial locations within supported geographies. Service at a residential address may 
be limited or not available at all. On-site Support Services in excess of the monthly hours provided as part of the 
Service may be purchased by Customer as Point of Need (Additional) Services. 

 
16. Service Locations 

Services will be delivered to the site(s) set forth in Section 4.1, above. ConvergeOne’s obligation to provide these 
Services is subject to local availability. On-site Support Services are limited to supported U.S. markets. 

 
17. Maintenance 

ConvergeOne may schedule normal maintenance outages with 24 hours’ notice to designated Customer contacts. 
This does not pertain to emergency maintenance. 

 
18. Excluded Services 

Services that fall outside the scope of ConvergeOne’s Managed Services under this MSSOW may be provided at 
ConvergeOne’s discretion at additional cost to the Customer. Examples of specialized services outside the scope of 
Managed Services may include, but are not limited to: custom software applications, 3rd party software or hardware 
connected to an otherwise supported system, or an area of expertise under the supported vendors which requires 
an advanced certification or authorization which ConvergeOne does not currently hold.  Services rendered under this 
MSSOW do not include: 
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 Parts, equipment or software not covered by vendor/manufacturer warranty or support 

 The cost of any parts, equipment, or shipping charges of any kind 

 The cost of any Software, Licensing, or Software Renewal or Upgrade Fees of any kind 

 The cost of any 3rd Party Vendor or Manufacturer Support or Incident Fees of any kind 

 The cost to bring Customer’s environment up to minimum standards required for Services 

 Failure due to acts of God, building modifications, power failures or other adverse environmental conditions 
or factors 

 Service and repair made necessary by the alteration or modification of equipment other than that authorized 
by ConvergeOne, including alterations, software installations or modifications of equipment made by 
Customer’s employees or anyone other than ConvergeOne 

 Maintenance of Applications software packages, whether acquired from ConvergeOne or any other source 
unless specified in the terms of this agreement 

 Programming (modification of software code) and program (software) maintenance unless as specified in the 
terms of this agreement 
 

19. Customer Responsibilities   
All Covered Devices and other Customer equipment that will require monitoring and management by ConvergeOne 
hereunder must be covered under current manufacture maintenance or listed as an exception before this MSSOW 
can be executed. All Customer Covered Devices and equipment not covered under a valid manufacture 
maintenance contract may be listed as an exception for repair or replacement, or be repaired or replaced with 
Customer authorization when required. Customer agrees to pay for all authorized repairs or replacement 
equipment for out of maintenance components.  
 
Customer responsibilities include but are not limited to: 
 

 Customer shall provide ConvergeOne physical and remote access to all areas, network devices, servers, 
software logins and other access necessary to deliver services to the items within the scope of coverage 

 Customer shall provide ConvergeOne access to Customer IT staff that may need to be interviewed, queried or 
available for ConvergeOne to complete a given task on any scheduled visit 

 Customer shall provide ConvergeOne access to all infrastructure documentation and other documents, 
information or materials request by ConvergeOne which are pertinent to reasonable delivery of the services 
to the Customer 

 Customer shall provide adequate and secure environmental facilities for the Services for any managed services 
hardware outlined in the Description of Services 

 Customer will provide a physical or VM workstation or server that allows ConvergeOne’s dedicated Managed 
Services probe software to function 24x7x365 on customers’ internal network infrastructure. If Customer does 
not have an adequate VM, workstation or server available, ConvergeOne will provide a probe server for a one-
time fee 

 ConvergeOne will retain ownership of any Managed Services probe hardware/software/licenses 
 

20. Implementation Process  
Implementation activities listed below will begin with a processed order for a specific number of Covered Devices and 
the execution by the parties of this MSSOW: 

 The implementation phase will be approximately 30-45 business days depending upon Customer’s volume of 
Covered Devices and a mutually agreed upon date between Customer and ConvergeOne 

 ConvergeOne will provide all necessary documentation templates including Letter of Agency (LOA) and 
Network MACD (Move, Add, Change, Delete) connectivity information form to be completed by the end user 
or Customer 

 Customer will return the required documentation and any other forms requesting information 

 ConvergeOne will review all provided information for completeness and begin implementation activities 

 When all implementation data is uploaded to ConvergeOne and connectivity has been completed and tested, 
Customer will be notified that Covered Devices are being managed and monitored 

 
21. ConvergeOne provides the following Service Level Objectives (SLO’s) as targets, but not as warranties or covenants, for 

the Services. SLO’s are reported to the Customer on a monthly basis and reviewed quarterly with its Account Manager.  
ConvergeOne does not assume any financial liability for missed SLO’s. The following table shows the targets of response 
and resolution times for each priority level: 
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Priorities and Response Times 

Description Priority 
Response 

Time 
Escalation 
Threshold 

Service not available - All users and functions unavailable. P1 
Within 15 
minutes 

2 hours 

Significant degradation of service - Large number of users or 
business critical functions affected. 

P2 
Within 15 
minutes 

4 hours 

Limited degradation of service - Limited number of users or 
functions affected, business process can continue. 

P3 Within 2 hours 48 hours 

Small service degradation - Business process can continue, one user 
affected. 

P4 Within 4 hours 72 hours 

 
 
The following details and describes the Support Tier levels 
 

Support Tier Description 

Tier 1 Support  
All support incidents begin in Tier 1, where the initial trouble ticket is created, and the incident is 
identified and clearly documented, and basic hardware/software troubleshooting is initiated.  

Tier 2 Support  
All support incidents that cannot be resolved with Tier 1 Support are escalated to Tier 2, where more 
complex support on hardware/software incidents can be provided by more experienced Engineers.  

Tier 3 Support  
Support incidents that cannot be resolved by Tier 2 Support are escalated to Tier 3, where support is 
provided by the most qualified and experienced Engineers who have the ability to collaborate with 
vendor Support Engineers to resolve the most complex incidents.  
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ConvergeOne Contacts List: 

Practice Director Account Manager 
Kevin Turner Zeina Ammar 

Practice Director of Managed Services National Account Manager 

KTurner@ConvergeOne.com ZAmmar@ConvergeOne.com  

909.230.7036 909.230.7134 

Executive Management Managed Service, Client Success 
Paul Edge Brittany Terrazas 

Vice President of Services Professional/Managed/Cloud  Onboarding Project Coordinator 

PEdge@ConvergeOne.com BTerrazas@ConvergeOne.com 

909.230.7074 909.230.7500 

 

Customer Management Customer Technical 
Shane Pinnell  

Assistant Director of Technology  

Shane.pinnell@puhsd.org  

951.943.6369 ext. 80256  

 
 

This SOW and its terms is approved and agreed by: 
 
 

 
  Perris Union High School District           ConvergeOne, Inc. 

Name     Name   

          

Title     Title   

          
          

Signature     Signature   

          

Date     Date   

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

mailto:KTurner@SIGMAnet.com
mailto:ZAmmar@ConvergeOne.com
mailto:PEdge@SIGMAnet.com
mailto:BTerrazas@SIGMAnet.com
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Appendix A: Entitled Device List 

Description Quantity Location 

Nexus 7000 1 District Administrative Center 

ASA 5585x will be replaced with Palo Alto 1 District Administrative Center 

Dell M1000e  1 District Administrative Center 

M620 and M630 Servers 4 District Administrative Center 

Dell Switch N4032F 2 District Administrative Center 

EqualLogic PS6210XV 1 District Administrative Center 

Compellent SC4020 1 District Administrative Center 

Dell DL4000 (AppAssure) 1 District Administrative Center 

Dell MD1200 (AppAssure Storage) 1 District Administrative Center 

Cisco Server C240 M4S2 (Voice Server) 1 District Administrative Center 

Cisco 4500X 6 TBD 

Dell M1000e  1 Perris High School  

5xM600 servers 5 Perris High School  

Dell EqualLogic PS6100e 1 Perris High School  

Cisco Call Manager 2 TBD 

Cisco Server C240 M4S2 (Voice Server) 1 Perris High School  
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Common Definitions  

Active 24 x 7 Monitoring  
Definition – Our monitoring systems and tools allow us to get an expansive view into the health of our customer’s 
infrastructure. We monitor a specific number of parameters related to the health of our services as well as the 
different services that reside on them for SMNP/WMI/PowerShell enabled devices and services 
 
Access to Monitoring Tool Web Portal Dashboard 
Definition – Provide Customer with a read-only access to a comprehensive web portal that represents the customer’s 
environment for proper visibility and information. 
 
Services and Event Logs Monitoring and Management  
Definition – Monitor OS system services and critical logs for proper event management and alerting  
  
Performance Thresholds 
Definition – Set device thresholds for event notifications based on device performance. Setting a baseline provides 
early indicators that particular attributes are pushing to acritical state, giving the team the opportunity to plan for 
upgrades, add more capacity or identify problem areas.   
 
Alert and Event Management 
Definition - Classify and validate all events and solidify only valid and legitimate events to be processed according to 
the policy and procedures developed during the on-boarding process. 
 
Client Services Management  
Definition - The Client Services Manager acts as a liaison between your organization and ConvergeOne.  This person works 
to facilitate and coordinate efforts and ensure that services are delivered timely and as expected.  
 

Quarterly Executive Report  
Definition – ConvergeOne provides a quarterly report on contracted services and entitled devices to review overall 
performance and health for the prior 3 months of service. 
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Service Definitions for Servers 

 Server – Physical & Virtual 
Overview 
ConvergeOneCARE provides ongoing collaboration with customers resources to assist in troubleshoot and resolving 
issues within customer IT environment per contracted services and devices, perform corrective and predictive 
actions to minimize business impact and ensure business continuity, and maintain infrastructure health and stability. 
Extensive systems management and server monitoring software for server performance monitoring, diagnostics, 
and tools, regardless of manufacturer and operating system. The service is comprised of ConvergeOne monitoring 
and patch management of a customer’s physical or virtual server systems.  As part of the Essential level of service, 
ConvergeOne will monitor operating system level services as well as key physical elements, which include but are 
not limited to hard drive, CPU and memory usage. Events captured in this monitoring service will be handled and 
escalated to customer based on escalation procedures.  Also included in this level is patch management. Server 
devices covered under this service will be added to the monthly patch schedule according to the current 
ConvergeOne Patch Policy. Services included within this offering apply to a single physical or virtual server instance. 
 

Servers – (MANAGE +) 
 
Active 24 x 7 Monitoring  
Definition – Our monitoring systems and tools allow us to get an expansive view into the health of our customer’s 
infrastructure. We monitor a specific number of parameters related to the health of our services as well as the 
different services that reside on them for SMNP/WMI/PowerShell enabled devices and services 
 
Access to Monitoring Tool Web Portal Dashboard 
Definition – Provide Customer with a read-only access to a comprehensive web portal that represents the customer’s 
environment for proper visibility and information. 
 
Services and Event Logs Monitoring and Management  
Definition – Monitor OS system services and critical logs for proper event management and alerting  
  
Performance Thresholds 
Definition – Set device thresholds for event notifications based on device performance. Setting a baseline provides 
early indicators that particular attributes are pushing to acritical state, giving the team the opportunity to plan for 
upgrades, add more capacity or identify problem areas.   
 
Alert and Event Management 
Definition - Classify and validate all events and solidify only valid and legitimate events to be processed according to 
the policy and procedures developed during the on-boarding process. 
 
Client Success Management  
Definition - The Client Services Manager acts as a liaison between your organization and ConvergeOne.  This person works 
to facilitate and coordinate efforts and ensure that services are delivered timely and as expected.  
 

Quarterly Executive Report  
Definition – ConvergeOne provides a quarterly report on contracted services and entitled devices to review overall 
performance and health for the prior 3 months of service. 
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Moves / Adds / Changes Request (up to 5 per month) 
Definition – Perform organizational level requests related to moves, adds, or changes within the Customer’s existing 
environment where each request does not exceed 2 hours in labor. 
 
MOVE: Virtually and remotely move existing Configuration Item (CI) where configuration changes are required 
excluding any physical work on site and data migration  
 
ADD: Add a new device to the customer’s environment as of Configuration Item (CI) configuration and setup, 
excluding any physical work on site and data migration. Additional charges may apply for new device monitoring  
 
CHANGE: Modify existing configuration Item (CI) as required excluding any physical work on Site and data migration  
 
Incident Management & Remote remediation  
Definition - Deliver a complete incident management and communication plan till resolution throughout the issue 
life cycle which include issues documentation, troubleshooting, escalation and resolution. Changes to customer’s 
environment is governed by Change Management and Release Management processes. Provide Root Cause Analysis 
(RCA) for major incidents and events 
 
Patching Management – Servers OS 
Definition – ConvergeOne will patch the OS for servers based on a schedule determined by the Customer and 
ConvergeOne according to vendor patch cycle   
 
Enterprise Anti-Virus Management (customer provided) 
Definition – ConvergeOne will review and update Anti-Virus software and help with virus remediation through 
vendor support  
 
3rd Party vendor Management – Warranty Replacement 
Definition – Leveraging existing service contracts between the customer and associated vendors, ConvergeOne will 
engage those vendors on the customer’s behalf to expedite replacement, coordinate shipment, restore 
configurations, escalate for support perform minor revision upgrade 
 
Software License Compliance Management 
Definition – Pending access to vendor licensing portal and proper authorization, Software and certificates 
management for server and cloud level license including OS, VMware, O365, Exchange and Anti-Virus to track, 
document and ensure compliance with license policy. 
 

Preventive and Predictive Management  
 
Problem Management   

Definition – Evaluate repeated incidents and issues within a pre-determined time threshold and frequency which 
indicate an abnormal trend which could potentially result in a negative impact to business operations. Further 
investigations are required to identify the chronic issues pertaining to said problem, and possible options for 
remediation shall be provided for approvals and implementation. 
 
Performance, Capacity & Availability  
Definition – ConvergeOne’s will perform a Once a Year health check for existing servers to determining what type of 
hardware and OS configuration is required to meet application needs. Also identify potential performance 
degradation and storage limitation and utilization trend. Provide recommendation to improve performance, 
enhance availability and scale for future growth  
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Minor OS Version Upgrade 
Definition – ConvergeOne will perform a compatibility assessment to ensure inter-operability for upgrades 
recommended by manufacture for the following, excluding, but not limited to, UCS and data migration:  

- Microsoft OS Service Pack 
- VMWare DOT release 
- Enterprise Storage DOT Release 
- Linux Kernel 
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Service Definitions for Network Infrastructure  

Network 
Overview 
To monitor, assist and proactively manage the IT environment per contracted services and devices, perform 
troubleshooting, support, and preventive maintenance to vital infrastructure systems, incident escalation, deploy 
patch management, optimize systems and applications performance, engage selected 3rd party vendors on behalf 
of customer, and manage ongoing IT cost, roadmap and staffing. ConvergeOneCARE provides 24x7 network 
monitoring by analyzing device availability and performance with real-time views and topology maps. From the 
device health, utilization, interface and the telecommunications the flows throughout the network. The service 
provides the tools and basic services required to manage and monitor a network switch. Advanced version of this 
service includes monitoring and event management, switch software patching, and remediation of incidents and 
underlying problems with the device. ConvergeOne will maintain a configuration of the device, and also apply 
patches (i.e. IOS updates for Cisco devices) at a regular interval. ConvergeOne will not apply every minor patch to 
the network switch but will apply patches and updated software every 6 months or sooner in the event of a bug or 
critical security risk.  
 

Service – (MANAGE +) 
 

Active 24 x 7 Monitoring  
Definition – Our monitoring systems and tools allow us to get an expansive view into the health of our customer’s 
infrastructure. We monitor a specific number of parameters related to the health of our services as well as the 
different services that reside on them for SMNP/WMI/PowerShell enabled devices and services 
 
Access to Monitoring Tool Web Portal Dashboard 
Definition – Provide Customer with a read-only access to a comprehensive web portal that represents the customer’s 
environment for proper visibility and information. 
 
Services and Event Logs Monitoring and Management  
Definition – Monitor OS system services and critical logs for proper event management and alerting  
  
Performance Thresholds 
Definition – Set device thresholds for event notifications based on device performance. Setting a baseline provides 
early indicators that particular attributes are pushing to acritical state, giving the team the opportunity to plan for 
upgrades, add more capacity or identify problem areas.   
 
Alert and Event Management 
Definition - Classify and validate all events and solidify only valid and legitimate events to be processed according to 
the policy and procedures developed during the on-boarding process. 
 
Client Success Management  
Definition - The Client Services Manager acts as a liaison between your organization and ConvergeOne.  This person works 
to facilitate and coordinate efforts and ensure that services are delivered timely and as expected.  
 

Quarterly Executive Report  
Definition – ConvergeOne provides a quarterly report on contracted services and entitled devices to review overall 
performance and health for the prior 3 months of service. 
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Moves / Adds / Changes Request (up to 5 per month) 
Definition – Perform organizational level requests related to moves, adds, or changes within the Customer’s existing 
environment where each request does not exceed 2 hours in labor. 
 
MOVE: Virtually and remotely move existing Configuration Item (CI) where configuration changes are required 
excluding any physical work on site and data migration  
 
ADD: Add a new device to the customer’s environment as of Configuration Item (CI) configuration and setup, 
excluding any physical work on site and data migration. Additional charges may apply for new device monitoring  
 
CHANGE: Modify existing configuration Item (CI) as required excluding any physical work on Site and data migration  
 
Incident Management & Remote remediation  
Definition - Deliver a complete incident management and communication plan till resolution throughout the issue 
life cycle which include issues documentation, troubleshooting, escalation and resolution. Changes to customer’s 
environment is governed by Change Management and Release Management processes. Provide Root Cause Analysis 
(RCA) for major incidents and events 
 
Network Configuration Backup (CMDB)  
Definition – ConvergeOne will back-up configuration for entitled network devices. 
 
Security Patches and Configurations 

Definition - Apply recommended vendor patches or configuration changes to entitled devices (as relating to a new 
bug or known security defect (for example, new SSL vulnerabilities)) to mitigate security risk as recommended by 
the manufacturer. 
 

Service Provider Coordination (Telecommunication/WAN) Tracking & Reporting  
Definition – We'll work with major telco carriers to plan, execute, troubleshoot and escalate major telco issues to 
restore services and assist with CPE information and configuration changes.  
Manage +: Plan and coordinate new circuit installation and setup 
 

3rd Party vendor Management – Warranty Replacement 
Definition – Leveraging existing service contracts between the customer and associated vendors, ConvergeOne will 
engage those vendors on the customer’s behalf to expedite replacement, coordinate shipment, restore 
configurations, escalate for support perform minor revision upgrade 
 

Preventive and Predictive Management  
 
Problem Management   

Definition – Evaluate repeated incidents and issues within a pre-determined time threshold and frequency which 
indicate an abnormal trend which could potentially result in a negative impact to business operations. Further 
investigations are required to identify the chronic issues pertaining to said problem, and possible options for 
remediation shall be provided for approvals and implementation. 
 
Performance, Capacity & Availability  
Definition – ConvergeOne’s will perform a Once a Year health check for existing servers to determining what type of 
hardware and OS configuration is required to meet application needs. Also identify potential performance 
degradation and storage limitation and utilization trend. Provide recommendation to improve performance, 
enhance availability and scale for future growth  
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Minor Firmware Upgrades  

Definition - When applicable, apply the latest and recommended firmware to resolve for a bugs and known issues 
that impact device performance and security. This will be performed on an as-needed basis to resolve caveats or 
bugs that are actively impacting operations. 
 
Major Firmware Upgrades  
Definition – On a yearly basis (for major feature additions, bugfix, or security purposes) major code upgrades shall be 
applied after assessment and validation of need. Any configuration that is required to support the new feature(s), bugfix, 
or security-related fixes would be performed so long as said configuration does not exceed two hours of labor. 
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Service Definitions for Storage  

 Managed Storage 
Overview 
ConvergeOneCARE provides In addition to “Watch”, we offer an ongoing collaboration with customers resources to 
assist in troubleshoot and resolving issues within customer IT environment per contracted services and devices, 
perform corrective and predictive actions to minimize business impact and ensure business continuity, and maintain 
infrastructure health and stability. ConvergeOneCARE platform delivers a true picture of all the components – virtual 
machines, databases, applications, and more – that rely on storage resources for service delivery. The service is 
comprised of the management, provisioning and maintenance of customer owned, direct attached, fiber channel, 
iSCSI and network attached storage according to the storage management service that ConvergeOne provides. The 
ConvergeOne managed dedicated storage offering consists of the services according to all of the ITIL processes 
(listed below).  ConvergeOne gathers performance requirements from the customer to provide specific service levels 
under this offering, and manages the storage array to meet these requirements. Services included within this 
offering apply to a single storage array.  Also included in this service is the management of the storage fabric and 
host connectivity as outlined in other segments of the Service Catalog.  Not included in this service are data integrity 
services, such as data mirroring or backup, some of which are offered through other offerings in our Service catalog, 
as well as our Project Services offering.   Within the Managed Storage service the Customer manages their own data 
management and integrity. 
 

Service – (MANAGE +) 
 

Active 24 x 7 Monitoring  
Definition – Our monitoring systems and tools allow us to get an expansive view into the health of our customer’s 
infrastructure. We monitor a specific number of parameters related to the health of our services as well as the 
different services that reside on them for SMNP/WMI/PowerShell enabled devices and services 
 
Access to Monitoring Tool Web Portal Dashboard 
Definition – Provide Customer with a read-only access to a comprehensive web portal that represents the customer’s 
environment for proper visibility and information. 
 
Services and Event Logs Monitoring and Management  
Definition – Monitor OS system services and critical logs for proper event management and alerting  
  
Performance Thresholds 
Definition – Set storage thresholds for event notifications based on device performance. Setting a baseline provides 
early indicators that storage, including LUNs and volumes demands are pushing near the available capacity, giving 
the DC team the opportunity to plan for additional Capacity. 
 
Alert and Event Management 
Definition - Classify and validate all events and solidify only valid and legitimate events to be processed according to 
the policy and procedures developed during the on-boarding process. 
 
Client Success Management  
Definition - The Client Services Manager acts as a liaison between your organization and ConvergeOne.  This person works 
to facilitate and coordinate efforts and ensure that services are delivered timely and as expected.  
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Quarterly Executive Report  
Definition – ConvergeOne provides a quarterly report on contracted services and entitled devices to review overall 
performance and health for the prior 3 months of service. 
 
Incident Management & Remote remediation  
Definition - Deliver a complete incident management and communication plan till resolution throughout the issue 
life cycle which include issues documentation, troubleshooting, escalation and resolution. Changes to customer’s 
environment is governed by Change Management and Release Management processes. Provide Root Cause Analysis 
(RCA) for major incidents and events 
 

Dynamic discovery and monitoring of SAN and corresponding LUNs 
Definition – Auto-discovery of the SAN and corresponding LUN’s. Monitor overall performance of the storage and the 
LUN. 
 
Enterprise backup solution management 
Definition – Monitor and manage Enterprise Backup solution such as EMC, Dell, and Cisco including backup space, 
backup process, and data restoration  
 
Storage Path Monitoring  
Definition – Monitor and remediate data transfer latency and reachability between source and destination at system 
and network level  
 
Moves / Adds / Changes Request (up to 5 per month) 
Definition – Perform organizational level requests related to moves, adds, or changes within the Customer’s existing 
environment where each request does not exceed 2 hours in labor. 
 
MOVE: Virtually and remotely move existing Configuration Item (CI) where configuration changes are required 
excluding any physical work on site and data migration  
 
ADD: Add a new device to the customer’s environment as of Configuration Item (CI) configuration and setup, 
excluding any physical work on site and data migration. Additional charges may apply for new device monitoring  
 
CHANGE: Modify existing configuration Item (CI) as required excluding any physical work on Site and data migration  
 
Problem Management   

Definition – Evaluate repeated incidents and issues within a pre-determined time threshold and frequency which 
indicate an abnormal trend which could potentially result in a negative impact to business operations. Further 
investigations are required to identify the chronic issues pertaining to said problem, and possible options for 
remediation shall be provided for approvals and implementation. 
 
Firmware Annual Upgrades 
Definition – Depending on a controller redundancy availability to avoid any down time or service interruption  
    
Features of Managed Storage 

 Constant monitoring of storage resources 

 Intuitive dashboards for viewing key events, KPIs, and storage asset metrics in real time 

 Dynamic discovery of SAN and corresponding LUNs 
 
 
 
 



20 Perris Union High School District, Managed Services SOW Version V3 Manage+ 
 

 

Service Definitions for Unified Communications  

 

Unified Communications 
Overview 
To monitor, assist and proactively manage the IT environment per contracted services and devices, perform 
troubleshooting, support, and preventive maintenance to vital infrastructure systems, incident escalation, deploy 
patch management, optimize systems and applications performance, engage selected 3rd party vendors on behalf 
of customer, and manage ongoing IT cost, roadmap and staffing. ConvergeOne Managed Unified Communication 
Services is complete framework to supervise, assist and administer the voice and collaboration infrastructure 
providing remote and on-site troubleshooting thus enabling a constant visibility of how its actual performance and 
identifying potential risks before they occur. 
 

Service – (MANAGE) 
 
Active 24 x 7 Monitoring  
Definition – Our monitoring systems and tools allow us to get an expansive view into the health of our customer’s 
infrastructure. We monitor a specific number of parameters related to the health of our services as well as the 
different services that reside on them for SMNP/WMI/PowerShell enabled devices and services 
 
Access to Monitoring Tool Web Portal Dashboard 
Definition – Provide Customer with a read-only access to a comprehensive web portal that represents the customer’s 
environment for proper visibility and information. 
 
Services and Event Logs Monitoring and Management  
Definition – Monitor OS system services and critical logs for proper event management and alerting  
  
Performance Thresholds 
Definition – Set device thresholds for event notifications based on device performance. Setting a baseline provides 
early indicators that particular attributes are pushing to acritical state, giving the team the opportunity to plan for 
upgrades, add more capacity or identify problem areas.   
 
Alert and Event Management 
Definition - Classify and validate all events and solidify only valid and legitimate events to be processed according to 
the policy and procedures developed during the on-boarding process. 
 
Client Success Management  
Definition - The Client Services Manager acts as a liaison between your organization and ConvergeOne.  This person works 
to facilitate and coordinate efforts and ensure that services are delivered timely and as expected.  
 

Quarterly Executive Report  
Definition – ConvergeOne provides a quarterly report on contracted services and entitled devices to review overall 
performance and health for the prior 3 months of service. 
 
Incident Management & Remote remediation  
Definition - Deliver a complete incident management and communication plan till resolution throughout the issue 
life cycle which include issues documentation, troubleshooting, escalation and resolution. Changes to customer’s 
environment is governed by Change Management and Release Management processes. Provide Root Cause Analysis 
(RCA) for major incidents and events 
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Voice Gateway and Call Manager Backup 
Definition – Setup and perform a periodic configuration and file backup leveraging customer’s existing SFTP server 
 

Security UC Patches 
Definition - Apply recommended vendor patches to mitigate security risk as recommended by the manufacturer 
after internal risk evaluation. 
 

Service Provider Coordination (Telecommunication/WAN) Tracking & Reporting  
Definition – We'll work with major telco carriers to plan, execute, troubleshoot and escalate major telco issues to  
























































































































































































